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This Policy is in effect pursuant to the terms of the Registry-Registrar agreements („RAA“) between
dotSaarland GmbH (“Registry”) and its accredited registrars and is effective as of February 28,
2014. All registrars are contractually obligated to pass on this Policy to all registrants as part of
their registration terms for registrations in the .SAARLAND TLD (“TLD”). 

This Policy may be amended from time to time as provided for in the RAA.

The  Registry  is  committed  to  maintaining  the  .SAARLAND  space  as  a  safe,  secure  online
environment. A key component of such a plan is the creation and maintenance of accurate whois
records for the better identification or the registrant. 

Each registrar is required to follow all applicable ICANN and Registry Policies pertaining to whois
accuracy and data protection. As part of their registration agreement with their sponsoring registrar
each registrant must agree to the collection of his private data by the registrar, the transfer of said
data to the Registry and the publication in the public whois by the Registry and confirm that all
individuals named as contacts in the whois have agreed to the storage, transfer and publication of
their data. The collection and distribution occurs under the obligations towards ICANN,  within the
scope of German legal data protection regulations and under permission of the registrant.  Any
objection against the collection, distribution and publication of data shall be regarded as a request
for termination of the registration agreement.

As required by ICANN Policy and until otherwise specified by a Consensus Policy, such data shall
consist of the following elements:

1. The full name, voice telephone number and postal address of the registered name 
holder;
2. the full name, postal address, e-mail address, voice telephone number, and (where 
available) fax number of the technical contact for the registered name; and
3. the full name, postal address, e-mail address, voice telephone number, and (where 
available) fax number of the administrative contact for the registered name. 

The registrant shall provide accurate and reliable contact details and correct and update 
them within seven (7) days of any change during the term of the registration. The willful 
provision of inaccurate or unreliable information, the willful failure to update information 
provided within seven (7) days of any change, or the failure to respond for over fifteen (15) 
days to inquiries by registrar or Registry concerning the accuracy of contact details 
associated with the registration shall constitute a material breach of the registered name 
holder-registrar contract and the registry policies and be a basis for suspension and/or 
cancellation of the registration. All registrars are required to enforce whois accuracy in 
accordance with ICANN Policies. The use of whois privacy services or whois proxy services 
is permitted, provided that upon the creation of an accreditation program for such services by
ICANN, only the use of accredited service providers is permitted.



The registry operator will operate a “thick” registry database, where all required contact details for
each  domain name will be stored in a central location by the Registry and made available to the
public in the public whois. The Registry may limit the access to the public whois by implementing a
challenge-response mechanism or by implementing a blacklist for known or suspected abusers of
public whois access. Further the Registry may limit access to certain data elements to authorized
requesters  only.  The  Registry  may  also  conceal  certain  data  elements  if  required  to  remain
compliant  with  applicable  data  protection  laws.  Finally,  the  Registry  may  limit  the  number  of
responses to queries from any single IP address or range of IP addresses in a given period.

Whois may not be used for:

- collection of address data for the purpose of sending unsolicited commercial messages;
- creation of a full or partial collection of the contents of the whois database;
- a replacement of the EPP commands such as availability checks or domain status requests.


